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Dichiarazione di impegno per
la sicurezza delle informazioni

La sicurezza delle informazioni e la tutela dei dati personali rappresentano per Connectivia un valore
strategico e un elemento essenziale del rapporto di fiducia con i propri clienti.

Operiamo nella progettazione, sviluppo ed erogazione di servizi di telecomunicazione, accesso a
Internet e servizi di Data Center, consapevoli della responsabilita che deriva dalla gestione di
sistemi, dati e informazioni critiche. Per questo adottiamo un approccio strutturato e documentato
alla sicurezza delle informazioni, finalizzato a garantire riservatezza, integrita e disponibilita dei dati
trattati.

La protezione degli asset informativi € parte integrante dei processi aziendali ed & orientata a
ridurre i rischi, garantire la continuita operativa e assicurare la conformita alle normative applicabili,
agli obblighi contrattuali e alle migliori pratiche di settore.

Connectivia ha adottato un Sistema di Gestione della Sicurezza delle Informazioni (SGSI) conforme
alla norma ISO/IEC 27001, integrato con il proprio modello organizzativo in materia di protezione
dei dati personali. Tale sistema consente di identificare, valutare e gestire i rischi relativi alla
sicurezza delle informazioni in modo continuo e proporzionato.

La gestione del rischio costituisce un elemento centrale del nostro approccio: ruoli e responsabilita
sono chiaramente definiti, i trattamenti di dati personali sono mappati e analizzati, e le misure di
sicurezza sono costantemente monitorate e migliorate in funzione dell’evoluzione tecnologica e del
contesto operativo.

Particolare attenzione & dedicata alla continuita dei servizi, alla protezione da minacce informatiche,
al controllo degli accessi ai sistemi, alla gestione degli incidenti di sicurezza e alle procedure di
backup e ripristino dei dati. Tali aspetti sono regolati da procedure interne e verificati attraverso
controlli periodici.

Tutte le persone che operano per conto di Connectivia, cosi come i fornitori e i partner coinvolti nei
trattamenti, sono tenuti a rispettare i principi di sicurezza definiti dall’Organizzazione. Il personale
autorizzato riceve formazione adeguata e opera secondo regole chiare e documentate.

Il Sistema di Gestione della Sicurezza delle Informazioni & soggetto a riesami periodici e a un
processo continuo di miglioramento, al fine di garantire nel tempo I’efficacia delle misure adottate e
il mantenimento degli standard di sicurezza e conformita.

Attraverso questa politica, Connectivia conferma il proprio impegno a operare come partner
tecnologico affidabile, responsabile e consapevole, in grado di proteggere le informazioni e i dati
affidati dai clienti con un approccio serio, strutturato e verificabile.
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